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What's New 

• More flexible KML map layer handling. The system no longer requires user added KML 
layer URLs to end in ".kml", making it easier for users to add KML layers to the Map. 

• The Invite New User form now offers "select all / select none" toggles for roles and data 
groups to make it easier to specify desired roles and data groups when sending out 
new invitations.  

 
Bug Fixes 

• Fixed: Users were unable to delete Threat Stream data feeds, even when they had the 
proper "Threat Streams Delete" role. This has been fixed. 

• Fixed: Permissions data groups sometimes included an "unknown group" in some 
circumstances. This has been resolved and "unknown group" no longer appears. 

• Fixed: Invite new user process was not handling email address case sensitivity properly 
and allowed invitations to be sent out to users that already had accounts. The process 
now handles case sensitivity properly and no longer allows invitations to be sent to 
email addresses that are already registered to user accounts. 

• Fixed: Occasionally, users were unable to add certain data groups to Assessment 
Permissions assignments. This has been resolved and the problem should no longer 
occur. 

 
Recent Mobile Updates (since last release 2.3.9 on 1/28/20) 
 
Android 

• Haystax 1.1.48 (March 20, 2020) 
o Field Report - The Map on the Create New Field Report form now defaults to the 

user's current location. 
o Login / Setup Workflow update - Choosing the "Field Report" mode now 

activates the Field Report app and Map app (to allow easy access to activate 
Location Sharing/Blue Force Tracking within the Map app options). 

• Haystax 1.147 (February 27, 2020) 
o Updated SSO Login Workflow 

 
iOS 

• Mobile Constellation 1.16 (February 12, 2020) 
o Updated SSO Login Workflow 


